
Providing legal advice on cooperation between Chinese and foreign medical projects and data 
exportation;
Providing advice on compliance and project approval requirements involving human genetic 
resources and assisting in obtaining government approval.

Draft, review and assist companies in negotiating data-related business agreements, such as:
Third-party data transfer agreements;
Data cooperation agreements;
Purchase agreements with suppliers of technology products or services, etc.

Draft due diligence and transaction documents of data for medical, pharmaceutical and 
health enterprises’ partnerships, investments and mergers and acquisitions.

Conduct data due diligence on all aspects including collection, use and ownership of data;
Draft transaction documents involved in the process of investment and M&As.

Compliance investigations
Provide advice and document reviews on data, cybersecurity and data export compliance for 
medical and pharmaceutical companies’ compliance investigations.

Compliance training
Assist in internal training for company management and employees regarding data protection 
and network security.

Selected Deals

Multiple data and cybersecurity compliance projects
JunHe has provided services to many renowned pharmaceutical, medical, biotechnology, 
medical device and Internet hospital companies. These services include drafting and reviewing 
data transfer agreements and clinical research collaboration agreements, drafting and reviewing 
individual informed consent documents, pharma economic project compliance analysis, and 
drafting and reviewing related transaction documents. We have also provided internal training for 
employees on personal information and cybersecurity protection, CSL compliance, and compli-
ance on data exports, cloud services and human genetic resource matters.

Strategic partnership between a renowned biotech company and a medical AI company
JunHe represented and provided legal advice to a prominent international biotechnology compa-
ny on its technical cooperation with a high-profile domestic Internet company on the application 
of AI diagnostics. This included an analysis of key issues such as data collection, transmission 
and storage, personal information protection, use of human genetic resources information and 
medical devices.

Strategic investment by a well-known medical device group on a strategic medical AI project
JunHe represented a high-profile medical device group to enter into a strategic cooperation with a 
medical technology company on an AI assistance project, and we provided whole-process legal services 
including agreement drafting and executing, and advice on key issues related to data collection and 
personal information protection.

Investment in a medical imaging company by a renowned industrial instrumentation and 
equipment company
JunHe represented a leading industrial instrumentation and equipment multinational company in investigat-
ing a medical imaging company, providing whole-process legal services including DD, agreement drafting 
and executing, and advice on key issues related to data collection and personal information protection.
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JunHe boasts a dedicated healthcare team acting for key clients 
in the pharmaceutical, medical devices and financial services 
sectors.
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and
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In addition to the general personal information, important data, core data and cybersecurity protec-
tion obligations stipulated under Personal Information Protection Law, Data Security Law, Cyberse-
curity Law and its supporting regulations, health and medical enterprises also face more stringent 
and targeted regulations affecting medical big data, medical records and human genetic resources. 
These regulations bring challenges to health and medical enterprises in areas such as data 
collection, processing, usage, transfer, sharing, cross-border transmission, clinical trials, technolo-
gy development, and international cooperation. With developments in medical big data, the increas-
ing use of online medical treatment platforms and tools, and the deepening of the application of 
medical AI, healthcare enterprises face unique issues and challenges in complying with these new 
data and cybersecurity regulations.

JunHe provides legal services on data protection and cybersecurity to several life health and 
medical companies, based on the latest developments in the industry. The breadth and depth of 
legal services required by health and medical companies continues to expand. This includes the 
collection and usage of the personal information of patients and clients in daily business, compli-
ance analysis for business cooperation, the drafting and revision of data transfer agreements, and 
daily staff training. There are also concerns around the use of third-party databases in pharma-
ceutical economics, the development of medical AI projects, and international cooperation on 
research and development. We have a wealth of experience in assisting companies to deal with 
legal issues in daily business, cutting-edge technologies and new business development, and we 
can assist companies in exploring their legal requirements and propose constructive solutions.

We Provide the Following Services:

Data examination and compliance advice:
Providing comprehensive data combing services for health and medical enterprises;
On the basis of data combing, assisting health and medical enterprises in implementing compre-
hensive compliance in the fields of data and cybersecurity.

Compliance advice on the special requirements for health and medical enterprises, and assisting 
in applying for government approvals, such as:

Conducting legal compliance analysis on data collection, data use and data sharing, etc., based 
on the requirements of population health information and health care big data, medical record 
management, human genetic resources information management, clinical trial quality manage-
ment, biomedical research ethics management, etc.;
Providing legal advice in the fields of data and cybersecurity for Internet hospital preparation 
and operation;
Drafting relevant informed consent forms for the collection of personal information and medical 
data in the course of daily business, in order to meet the regulatory requirements for the collec-
tion of medical and health data;

JunHe, founded in Beijing in 1989, is one 
of the first private partnership law firms in 
China.  Since its establishment, JunHe 
has grown to be a large and recognized 
Chinese law firm.  The firm has fourteen 
offices around the world and a team 
comprised of more than a thousand 
professionals.
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Draft transaction documents involved in the process of investment and M&As.

Compliance investigations
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medical and pharmaceutical companies’ compliance investigations.

Compliance training
Assist in internal training for company management and employees regarding data protection 
and network security.
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drafting and reviewing related transaction documents. We have also provided internal training for 
employees on personal information and cybersecurity protection, CSL compliance, and compli-
ance on data exports, cloud services and human genetic resource matters.

Strategic partnership between a renowned biotech company and a medical AI company
JunHe represented and provided legal advice to a prominent international biotechnology compa-
ny on its technical cooperation with a high-profile domestic Internet company on the application 
of AI diagnostics. This included an analysis of key issues such as data collection, transmission 
and storage, personal information protection, use of human genetic resources information and 
medical devices.

Strategic investment by a well-known medical device group on a strategic medical AI project
JunHe represented a high-profile medical device group to enter into a strategic cooperation with a 
medical technology company on an AI assistance project, and we provided whole-process legal services 
including agreement drafting and executing, and advice on key issues related to data collection and 
personal information protection.

Investment in a medical imaging company by a renowned industrial instrumentation and 
equipment company
JunHe represented a leading industrial instrumentation and equipment multinational company in investigat-
ing a medical imaging company, providing whole-process legal services including DD, agreement drafting 
and executing, and advice on key issues related to data collection and personal information protection.

 www.junhe.com

In addition to the general personal information, important data, core data and cybersecurity protec-
tion obligations stipulated under Personal Information Protection Law, Data Security Law, Cyberse-
curity Law and its supporting regulations, health and medical enterprises also face more stringent 
and targeted regulations affecting medical big data, medical records and human genetic resources. 
These regulations bring challenges to health and medical enterprises in areas such as data 
collection, processing, usage, transfer, sharing, cross-border transmission, clinical trials, technolo-
gy development, and international cooperation. With developments in medical big data, the increas-
ing use of online medical treatment platforms and tools, and the deepening of the application of 
medical AI, healthcare enterprises face unique issues and challenges in complying with these new 
data and cybersecurity regulations.

JunHe provides legal services on data protection and cybersecurity to several life health and 
medical companies, based on the latest developments in the industry. The breadth and depth of 
legal services required by health and medical companies continues to expand. This includes the 
collection and usage of the personal information of patients and clients in daily business, compli-
ance analysis for business cooperation, the drafting and revision of data transfer agreements, and 
daily staff training. There are also concerns around the use of third-party databases in pharma-
ceutical economics, the development of medical AI projects, and international cooperation on 
research and development. We have a wealth of experience in assisting companies to deal with 
legal issues in daily business, cutting-edge technologies and new business development, and we 
can assist companies in exploring their legal requirements and propose constructive solutions.

We Provide the Following Services:

Data examination and compliance advice:
Providing comprehensive data combing services for health and medical enterprises;
On the basis of data combing, assisting health and medical enterprises in implementing compre-
hensive compliance in the fields of data and cybersecurity.

Compliance advice on the special requirements for health and medical enterprises, and assisting 
in applying for government approvals, such as:

Conducting legal compliance analysis on data collection, data use and data sharing, etc., based 
on the requirements of population health information and health care big data, medical record 
management, human genetic resources information management, clinical trial quality manage-
ment, biomedical research ethics management, etc.;
Providing legal advice in the fields of data and cybersecurity for Internet hospital preparation 
and operation;
Drafting relevant informed consent forms for the collection of personal information and medical 
data in the course of daily business, in order to meet the regulatory requirements for the collec-
tion of medical and health data;

The firm (JunHe) houses a team of compliance specialists 
able to advise on data protection matters.
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Law Firms of the Year - Healthcare, 
Pharma & Life Sciences

2024、2023、2022
Law Firm of the Year –
Corporate Compliance

2023、2022、 2021
China Business Law Awards

Medical and Healthcare Law Firm
of the Year

2021
Regulatory Compliance Law Firm

of the Year
2022、2017

ALB China Law Awards

PRC Firm of the Year -
Healthcare & Life Sciences

2017
China Law & Practice Awards

Clients Preferred Firm of the Year - 
Corporate Compliance

2024
Excellent Law Firms Recommended by General 

Counsels of Chinese Well-Known Enterprises released 
by the Legal Guru Club and the Legal Hall of Fame

With the deepening of global economic 
integration, a considerable number of the 
international financial institutions and 
multinational corporations entering China 
have sought innovative and strategic legal 
services from JunHe.  Additionally, JunHe 
has worked with many Chinese and 
foreign-funded financial institutions to 
assist them in becoming more compatible 
with internationally accepted practice, 
while staying compliant with current PRC 
laws. JunHe takes advantage of the 
international background and local 
practice experience of its professionals to 
continue to innovate within the framework 
of the existing PRC laws and to meet the 
various business needs of their clients.


