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On June 5, 2019, the Ministry for Industry and
Information Technology (“MIIT”) released a draft
of Implementation Measures on Key Network
Equipment Safety Inspection (the “Draft for
Comment”), which will remain open for public
comment for one month until July 4.

Article 23 of the Cybersecurity Law (the “CSL”)
provides key network equipment and the
specialized products for network security which
may not be sold or provided until they pass the
security certification or security testing conducted
by qualified institutions in accordance with the
compulsory requirements of the national
standards. The national Internet information
department shall, in conjunction with relevant
departments of the State Council, formulate and
promulgate the catalogue of key network
equipment and specialized products for network
security and promote the mutual recognition of
security certification and security testing results to
avoid repetitive certification and testing.

The Draft for Comment provides specific
requirements on procedures and requirements for
security inspection. It refers to ‘key network
equipment’ as those listed in the Key Network
Equipment and Network Security Special
Products Catalogue, according to Notice on the
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release of the Key Network Equipment and
Network Security Special Products Catalogue
(First Batch) in 2017, which includes routers,
switchs, rack servers and programmable logic
controllers. MIIT shall be responsible for
organizing and carrying out the key network
equipment security inspection work (Article 5).

The Draft for Comment provides manufacturers of
key network equipment which select to conduct
security inspection for key network equipment,
shall submit application materials (including basic
information about the manufacturer and key
network equipment, a statement about equipment
performance data is in compliance with key
network  equipment technical parameters,
materials relating to the enterprise’s security
capacity) to MIT (Article 6), then, they shall
choose an example product and entrust a
qualified institution to conduct security inspection.
Such institution will then provide a security
inspection report on the selected product to MIIT
(Article 7). MIIT will publish the list of key network
equipment which has passed security inspection
with a three year term of validity.

The Draft also provides for any key network
equipment subject to telecom device network
access permit system, if it has been inspected by



qualified institutions in accordance with the
security inspection standard for key network
equipment during the process of applying for the
network access permit, and it still has a valid
network access permit, such key network
equipment shall be exempt from repetitive
security inspection. The expiration date for such
key network equipment will be the expiration date
of its network access permit.
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The Draft for Comment also provides
requirements in respect of information change of
key network equipment, obligations and liabilities
for manufacturers and inspection institutions and
supervision requirements for MIIT.

We will follow up with legislative development of
the Draft.

Email: dongx@junhe.com
Email: yuang@junhe.com



mailto:yuanq@junhe.com
http://www.junhe.com/

AW IR

To)

JUNHE

20196 H 12 H

R S E ) Pl
TIEWRATPIG LR B S B AK N IR

20194 6 A 5 H, TVAEB4LEE (BL R R
“TASERD RAT (L IR T % 2 A A I S il
% ERE WA Y (BLURER “CERBE AR,
A AFAER B WL —NH 2 2019 4F 7 H 4 H.

(22435 55 23 FAE, MR
AR 28 22 4 Y7 il IO 24 42 FECRH G [ S ) 5
HITEZR, R B LA 2 AR S B %
AT G ER)E, T EECE R A, E KRS
P R 55 B AT SR BB T I RE A X 2% B B
AR 22 a0 F ™ il H %, IFHESl & A AIEA 2 42
RS R BN, B EZIGE.

CHESR AR X T2z aAs il 75 2R iy AN 2L
RAEH T BARHUE . CAESREIARD Tt 3t i g 45
KRB ITMBIIN (28 B R 2% 22 42 i
PR H ) I SCH R, RS 2017 ERA
Hoftad, GRS, AL RS (HLAE
O Mg iRl a% . A5 M DT 2 S
KRB et T (FZ59.

(IER B AR HUE, W2 B A 2L 77 1

B O Atk HiE: 86108519 1233

R OB Ui Hi%: 8610 8553 7663

ARG B B3R A SCRIE N AR S SIS 55 P AR A R . BRI T 2
WA, BE X A5 77 M “ wwwijunhe.com”  BUE & S A AR S B - AEE VPR IS 5 “ JUNHE_LegalUpdates ™.

b HEAT N 2% R B Ve A e AR I, LT AR
A FEM R (R A8 128 S B B R A
BE. WHRTERSHIT G M R BB EBORTEIR M
YL Ak A RIERE IR RIS (A5,
Hk, AP DO IR b, RFCRAT BRI LA
fraataill, feaeflfraZskE, miaiibig
] TAS MR A M 4 e B % e IR (F L
F)o LA HRAG B AT I 22 S AS I (1 19X 2 S v 46
K, RN =5

(IESKR B ARD I AN HLAE B & a2k X Y )
B2 A B X 2% GBI 7, InFERE R B i L%
GRS AL 42 8 2% S B 1 % 22 Ak MUK 38 FR b
AES AT, ELBE RV RE A ROW N, AN
Ao A R e T 18] 5 #6327 21T I
[

CAESR B IR it — B0t 9 2% B B 45 1Y
AR BL U] AR A MV AN P B B 5T AR AN X
% R IABMRNE S BAE T M 1 RE .

FATTRE PSR IR B S ST IR T

MRFE btk dongx@junhe.com
HEAA AL :  yuang@junhe.com



mailto:dongx@junhe.com
mailto:yuanq@junhe.com

